
PRIVACY NOTICE FOR WEBSITE VISITORS 

Catherine Smith Accountants Ltd respects your privacy and is commi6ed to protec7ng your personal data. 
This privacy no7ce informs you how we look a?er your personal data when you visit our website and about 
your privacy rights. 

1. Controller 

Catherine Smith Accountants Ltd is a company incorporated in England and Wales, Company Number 
13965626. Our ICO registra6on number is ZB323312. 

Our offices are at Penstraze Business Centre, Penstraze, Chacewater, Truro, TR4 8PN and our phone number 
is 01872 279527. 

2. How do we use your personal data and what is our legal basis  

Personal data means any informa7on about an individual from which that person can be iden7fied. It does 
not include data where the iden7ty has been removed (anonymous data). 

Device data  

We collect and use data about your device when you use our website but only if you have consented to our 
use of cookies. 

• Technical Data includes internet protocol (IP) address, your login data, browser type and version, 7me 
zone se[ng and loca7on, browser plug-in types and versions, opera7ng system and pla]orm and other 
technology on the devices you use to access this website.  

• Usage Data includes informa7on about how you use our website. 

Contact Us form 

We collect and use data when you fill out our ‘Contact Us’ form and we use this data with your consent, in 
order to reply to your message.  

• First name and last name 

• Email address  

• Subject  

• Your message  

Marke4ng Data  
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If you are a client or have contacted us about becoming a client, we will send you marke7ng informa7on 
under the legal basis of legi7mate interest. You may, of course, unsubscribe at any 7me. 

3. Who we share website visitor’s informaKon with 

We share visitor data with the following, when required: 

• The police or other law enforcement agencies if we have to by law or court order; 

• Our legal advisors; 
• Our insurance providers; and 
• Our so?ware and cloud service providers.  

4. InternaKonal transfers 

Our so?ware pla]orms store your data in countries other than the UK, including the USA, Canada, Australia 
and New Zealand.  These countries may have data protec7on rules that are different from the UK. When our 
so?ware pla]orms transfer data to these countries, they use approved Standard Contractual Clauses, which have 
been approved by the EU Commission for data transfers.  

In addi7on, we use accountants in India and we have a data sharing agreement and Standard Contractual Clauses 
with them.   

  

5. Data security 

We are commi6ed to keeping your personal data secure and we have implemented appropriate informa7on 
security policies, rules and technical measures to protect it from unauthorised access, improper use or 
disclosure, unauthorised modifica7on and unlawful destruc7on or accidental loss. 

All of our partners, employees, consultants, workers and data processors (i.e. those who process your 
personal data on our behalf, for the purposes listed above), who have access to, and are associated with the 
processing of personal data, are obliged to respect the confiden7ality of such personal data. 

6. RetenKon of personal data 

If you make an enquiry and then do not engage our services, we will retain your personal data for one year, 
in case you make another enquiry.  We retain systems data from your device for one year in case of any 
issues.  The legal basis for both of these is legi7mate interest.  

If you make an enquiry and become a client, your enquiry becomes part of your client file. 

7. How to access your informaKon and your other rights 

You have the following rights in rela7on to the personal data we hold about you: 
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• Your right of access 
If you ask us, we'll confirm whether we're processing your personal data and, if necessary, provide you 
with a copy of that personal data (along with certain other details). If you require addi7onal copies, we 
may need to charge a reasonable fee. 

• Your right to recKficaKon 
If the personal data we hold about you is inaccurate or incomplete, you are en7tled to request to have it 
rec7fied. If you are en7tled to rec7fica7on and if we've shared your personal data with others, we'll let 
them know about the rec7fica7on where possible. If you ask us, where possible and lawful to do so, we'll 
also tell you who we've shared your personal data with so that you can contact them directly. 

• Your right to erasure 
You can ask us to delete or remove your personal data in some circumstances such as where we no 
longer need it or if you withdraw your consent (where applicable). If you are en7tled to erasure and if 
we've shared your personal data with others, we'll let them know about the erasure where possible. If 
you ask us, where it is possible and lawful for us to do so, we'll also tell you who we've shared your 
personal data with so that you can contact them directly. 

• Your right to restrict processing 
You can ask us to 'block' or suppress the processing of your personal data in certain circumstances, such 
as where you contest the accuracy of that personal data or you object to us. If you are en7tled to 
restric7on and if we've shared your personal data with others, we'll let them know about the restric7on 
where it is possible for us to do so. If you ask us, where it is possible and lawful for us to do so, we'll also 
tell you who we've shared your personal data with so that you can contact them directly. 

• Your right to data portability 
You have the right, in certain circumstances, to obtain personal data you've provided us with (in a 
structured, commonly used and machine readable format) and to reuse it elsewhere or to ask us to 
transfer this to a third party of your choice. 

• Your right to object 
You can ask us to stop processing your personal data, and we will do so, if we are: 

o relying on our own or someone else's legi7mate interests to process your personal data, except if 
we can demonstrate compelling legal grounds for the processing; or 

o processing your personal data for direct marke7ng purposes. 

• Your right to withdraw consent 
If we rely on your consent (or explicit consent) as our legal basis for processing your personal data, you 
have the right to withdraw that consent at any 7me. 

• Your right to lodge a complaint with the ICO 
If you have a concern about any aspect of our privacy prac7ces, including the way we've handled your 
personal data, you can report it to the Informa7on Commissioner's Office (ICO) (www.ico.org.uk). We 
would, however, appreciate the chance to deal with your concerns before you approach the ICO so 
please contact us in the first instance. 

Please note that some of these rights may be limited where we have an overriding interest or legal obliga7on 
to con7nue to process the data or where data may be exempt from disclosure due to reasons of legal 
professional privilege or professional secrecy obliga7ons. 
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